
WEBSITE’S PRIVACY POLICY 

 

§ 1  

[general provisions] 

 

1.​ https://www.redstone.finance website (hereinafter: „Website”) is run by 

RedStone Distributed Data Association, Mühlegasse 18, 6340 Baar, 

Switzerland, Tax number CHE-449.167.689, e-mail: core@redstone.finance 

hereinafter referred to as „Controller”. 

2.​ As part of the Website's activities, the data of the Website users (hereinafter: 

"Users"), including personal data, may be collected, processed and used.  

3.​ Moreover, information may be collected on the User's IP address, the time of 

receipt of the inquiry and sending the answer and/or other information as 

required by the cookies used on the Website. This information is used for the 

purposes of administering the Website and creating statistics and analyses. 

§2 

[personal data] 

 

1.​ The controller of the personal data is RedStone Distributed Data Association, 

Mühlegasse 18, 6340 Baar, Switzlerand, Tax number CHE-449.167.689. 

2.​ The processing of personal data takes place in accordance with the provisions 

of generally applicable law, in particular in accordance with the Regulation of 

the European Parliament and of the Council (EU) 2016/679 of 27 April 2016 

(„GDPR”), and in accordance with this Privacy Policy. 

3.​ As part of the activities of the Website, the Users personal data provided by 

them voluntarily (eg. as part of filling in the contact form), such as name, an 

e-mail address or collected as part of the statistics and analysis of Users' 

behaviour are processed. 

§ 3​

[purpose and duration of processing the data] 

 

1.​ The processing of Users' personal data takes place for the purpose of: 



1)​ response to inquiries or correspondence addressed to the Controller, which 

is the legitimate interest of the Controller (Article 6, section f, let. f of 

GDPR), as well as may be the action necessary in order to take steps at 

the request of the User prior to entering into a contract (Art. 6, section 1 

let. b of GDPR); 

2)​ ensuring the proper performance of the functionalities of the Website 

(strictly necessary cookies), which is processing necessary for the 

performance of the contract (Art. 6, section 1, let. b of GDPR); 

3)​ the Controller's direct marketing of its own products or services - including 

the sending of a newsletter, which is the Controller's legitimate interest 

(Art. 6, section 1 let. f of GDPR); 

4)​ statistics and analysis of Users behaviour on the website, which is the 

Controller's legitimate interest (Art. 6, section 1, let. f of GDPR); 

2.​ Personal data processed for the purpose of: 

1)​ response to inquiries or correspondence addressed to the Controller – are 

processed for a period of 3 years from the moment of sending the inquiry 

or correspondence; 

2)​ ensuring the proper performance of the functionalities of the Website 

(strictly necessary cookies), that is performance of the contracts – are 

processed for the period of performance of the contracts and the period 

necessary to assert its own claims or defend against claims made against 

the Controller in connection with the performance of the contract; 

3)​ data processed for direct marketing purposes - including the sending of 

newsletters - until objection to its processing for that purpose, withdrawal 

of consent to receive marketing information or until the Controller decides 

to delete it. 

4)​ keeping statistics and analysis of Users' behaviour on the Website – for a 

period of 3 years from the date of collection. 

§ 4​

[transfer of personal data] 

 

1.​ Personal data may be facilitated to entities providing marketing, IT service 

providers, as well as entities participating in the process of performing an 



agreement between the data subject and the Controller, as well as entities 

from the company group. 

2.​ The Controller is based in Switzerland and may use IT service providers who 

are based outside the European Union. As such, data will be transferred 

outside the EU. The Controller is based in a country providing an adequate 

level of protections, as well as shall only use IT services provided by entities 

established in countries for which the European Commission has determined 

that they provide an adequate level of protection, from entities that process 

personal data on the basis of the Standard Contractual Clauses adopted by 

the European Commission, referred to in Article 46 of the RODO, concluded 

between the Controller and that entity, or that process data on the basis of 

the Data Privacy Framework. 

§ 5​

[User’s rights] 

 

1.​ User, who is the data subject, has the following rights: 

1)​ right to access personal data and the right to receive a copy thereof; 

2)​ right to rectify personal data; 

3)​ right to delete personal data; 

4)​ right to request the restriction of the processing of personal data; 

5)​ right to transfer personal data; 

6)​ right to object to the processing of personal data;  

7)​ right to lodge a complaint with the supervisory authority. 

2.​ In order to exercise any of the abovementioned rights, User may file a 

request to Controller in writing via e-mail or post. 

3.​ Providing personal data is voluntary, but without providing it, it is impossible 

to contact the Controller or receive the marketing materials, including 

newsletter. 

4.​ Controller ensures the protection of personal data that he processes. In 

particular, Controller uses appropriate technical safeguards and organizational 

measures to ensure the protection of personal data being processed, 

appropriate to the threats and categories of data protected. In particular, it 

protects data against disclosure to unauthorized persons, removal by an 



unauthorized person, processing in violation of the provisions of law, as well 

as change, loss, damage or destruction. 

5.​ Controller does not make decisions with regard to personal data which are 

based solely on automated processing, including profiling. 

 

§6 

[cookies and tools used within the Website] 

 

1.​ As part of the functionality of the Website, small files called cookies are used. 

These files are saved by the server on end user’s computer. Using cookies 

should be understood as their storage and access to them by the Controller. 

2.​ Cookies are IT data, in particular text files, which are stored in the User's end 

device and are intended for the use of websites. Cookies usually contain the 

name of the website they come from, the time they are stored on the end 

device, content (e.g. action identifiers) and a unique number. 

3.​ With regard to the length of time for which cookies are installed on the User's 

terminal device, the cookies used on the Website are divided into two main 

types: 

1)​ session cookies (session storage) - are temporary files that are stored on 

the User's end device until the session expires (e.g. leaving the Website, 

deletion by the User, or turning off the software); 

2)​ permanent cookies (persistent cookies, local storage) - are stored on the 

User's final device for the time specified in the parameters of cookies or 

until they are deleted by the User. 

4.​ Depending on the purpose for which they are used, cookies are divided into: 

1)​ Strictly necessary cookies – enable you to use the basic functions of the 

Website. Without the strictly necessary cookies, one cannot use the 

Website properly; 

2)​ Performance cookies – collect information about how visitors use the 

site, such as analytical cookies. These cookies cannot be used to directly 

identify a specific user; 

3)​ Targeting cookies – are used to identify visitors between different 

websites, e.g. content creation partners, advertising networks. These 



cookies may be used by companies to create profiles of user interests or 

display relevant ads on other websites; 

4)​ Functionality cookies – are used for additional purposes regarding the 

proper functionality of the Website (for example language preferences and 

user authentication), however cannot be classified as the strictly necessary 

cookies. 

The detailed descriptions of the given cookies are specified in the table 

below. 

5.​ The Controller, as a part of the Website, uses the following cookies: 

 

Strictly necessary cookies 

Cookie key Domain Cooki

e type 

Expiratio

n 

Description 

VISITOR_PRIV

ACY_METADAT

A 

 

.youtube.

com 

 

Thi

rd-

par

ty 

 

6 months This cookie is used to 

store the user's 

consent and privacy 

choices for their 

interaction with the 

site. It records data 

on the visitor's 

consent regarding 

various privacy 

policies and settings, 

ensuring that their 

preferences are 

honored in future 

sessions. 

Performance cookies 

Cookie key Domain Cookie 

type 

Expiration Description 

_ga  
 

.redstone.fin

ance 

First-p

arty 

1 year 1 

month 

Used by Google 

Analytics to 

distinguish users and 



analyze website traffic 

patterns 

_ga_WZNX20Y

ZY0 

.redstone.fin
ance 

First-p

arty 

1 year 1 

month 

Used by Google 

Analytics to persist 

session state and 

collect detailed usage 

metrics 

_ga_24582F7N

D6 
.redstone

.finance 

 

First-p

arty 

1 year 1 

month 

 

This cookie is used by 

Google Analytics to 

persist session state. 

 

_hjSession_24

15328 

.redstone.fin
ance 

First-p

arty 

30 

minutes 

Hotjar session cookie 

that contains 

information about the 

current session for 

user behavior analysis 

_hjSessionUse

r_2415328 

.redstone.fin
ance 

First-p

arty 

12 months Hotjar user cookie 

that persists User's 

unique identifier for 

tracking behavior 

across multiple 

sessions 

Targeting cookies 

Cookie key Domain Cookie 

type 

Expiration Description 



YSC 

.youtube.

com 

 

Third-

party 

Session  

This cookie is set by 

YouTube to track 

views of embedded 

videos. 

 

Functionality cookies 

Cookie key Domain Cookie 

type 

Expiration Description 

VISITOR_INFO

1_LIVE 

.youtube.co

m 

Third-

party 

6 months 

 

This cookie is set by 

Youtube to keep track 

of User preferences 

for Youtube videos 

embedded in sites; it 

can also determine 

whether the website 

User is using the new 

or old version of the 

Youtube interface. 

RDST_AD_TOU 
.redstone.fin

ance 

First 

Party 
6 months 

Cookie which 

indicates that User 

has accepted the 

Airdrop Terms and 

Conditions 

 



6.​ The default settings of web browsers usually allow the storage of strictly 

necessary cookies on the end devices of website users. However, these 

settings can be changed by the User. 

7.​ Personal data will be processed in connection with the use of non-strictly 

necessary cookies only after the User's consent in the use of the Website to 

the use of the aforementioned cookies has been obtained. Consent to their 

use may be revoked at any time by selecting the appropriate option in the 

cookie settings available on the Website. 

8.​ Notwithstanding the above, the User has the ability to determine the 

conditions for the use of cookies through the settings of the software (web 

browser) installed on his/her end device. The change may consist in partial or 

complete restriction of the possibility of storing cookies on the User's end 

device, while at the same time it may cause the incorrect display of the 

Website content. 

9.​ The use of cookies does not cause configuration changes in the User's 

terminal device and the software installed on that device. 

10.​Detailed information on changing browser settings regarding cookies and their 

removal can be obtained on the official website of a specific browser. In 

particular, the above information can be found at the following website 

addresses: 

1)​ Firefox web browser;​   

2)​ Chrome web browser; 

3)​ Microsoft Edge web browser;​   

4)​ Opera web browser;​   

5)​ Safari web browser. 

https://support.mozilla.org/en-US/kb/clear-cookies-and-site-data-firefox
https://support.mozilla.org/pl/kb/usuwanie-ciasteczek
https://support.google.com/chrome/answer/95647?co=GENIE.Platform%3DDesktop&hl=en-GB
https://support.microsoft.com/en-au/help/4468242/microsoft-edge-browsing-data-and-privacy-microsoft-privacy
https://help.opera.com/en/latest/security-and-privacy/#clearBrowsingData
https://support.apple.com/en-gb/guide/safari/manage-cookies-and-website-data-sfri11471/mac

